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Introduction

This document explains how to integrate AXIS Object Analytics events into Milestone XProtect®.

Axis takes no responsibility for how this configuration may affect your system. If the modification fails or
if you get other unexpected results, you may have to restore the settings to default.

1 AXIS Object Analytics

1.1 Step 1 — Prepare AXIS Object Analytics

1. Make sure that the camera’s firmware version is 10.2 or higher.

2. Itis recommended to ensure that AXIS Object Analytics has been configured and running on
the camera, before building out the rules in Milestone.

AXIS OS version 10.6.7
Web version 4.2.9.4

1.2 Step 2 — Enable AXIS Object Analytics on the camera

1. In aweb browser, go to the camera’s user interface.
2. Click Apps.

AXIS A
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x Video

@ Recordings

® Apps
3 System

&, Maintenance

3. Start and open AXIS Object Analytics on the camera.

4 : 4

AXIS Object Analytics H AXIS Object Analytics

Vendor: Axis Communications Vendor: Axis Communications

Version: 1.0-23 Version: 1.0-23
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1.3 Step 3 —Configure AXIS Object Analytics

1. Follow the step-by-step guide in the application’s user interface.

@

Considerations

keedeiifociade '-‘—o-
£ X

M*I&,—‘“gi“

2. Select triggering objects.
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3. Select trigger conditions.

Trigger condition

Select the condlitian that wil trigger aiarms.

Object in area Line crossing

Toggers

4. Configure the trigger condition for your scene within the camera’s field of view.

Scene configuration

Adjust the default inchude area in the scene. To exclude parts of the area. you can add exclude areas

Scene
2 o
Add exclude o L




5. Verify your settings.
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6. You can rename your scenarios to make the trigger conditions easier to find.

Rename

Delete

Scenario 1

Open

Test 1

QOpen



1.4 Step 4 — Enable metadata overlay

1. In AXIS Object Analytics, click settings.
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2. In Advanced > Metadata overlay, select the desired resolution to burn in the metadata overlay.

Scenarios  Settings  Help

Preferences Advanced

Measurement units
Show leng

Share feedback

Step-by-step guide

Advanced

Metadata overlay

Show a rectangle around objects that trigger alarms. The rectangle is anly visible in live views and recordings of the

selected resolution. The setting applies to all scenarios.

Perspective
Calibrate the perspective to avoid false alarms in scenes with significant depth.

Create

Expose additional settings

Filters for scenarios triggering on classified objects.

Disabled

Disabled

920x1080

BODx450
640x360
480x270
320%180

160x90

1440x1080

Advanced

Metadata overlay

Show a rectangle around objects that trigger alarms. The rectangle is only visible in live views and recordings of the

1920x1080 v

selected resolution. The setting applies to all scenarios.

Perspective
Calibrate the perspective to avoid false alarms in scenes with significant depth.

Create

Expose additional settings

Filters for scenarios triggering on classified objects.

AXisa,

3. The selected resolution will be used for both for the live view and the recordings.

NOTE: When using metadata overlay as a burnt-in option, the correct resolution must be used for both

recordings and live view.
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2 Milestone Configuration and Dynamic event integration

2.1 Step 1 — Enable AXIS Object Analytics events

Before proceeding, we recommend that you finalize all the configuration in the camera. Otherwise, if
you add new profiles or change the profile name after adding the device, you must re-add or replace
the camera in Xprotect. This type of integration is called dynamic event integration. These steps are
valid for all ACAP events.

1. Once the camera has been added into Milestone XProtect Recording Server proceed to the
Devices, Cameras and Events tab to enable AXIS Object Analytics events.
2. Go to Camera events.
a. Go to Devices > Cameras.
b. Select the camera that is running AXIS Object Analytics and has been configured with
scenarios.
c. Go to the Events tab and select Add.

add Delete 1

Site Navigotion Federated Site Hierarch i §hsetings [ Sweeme @ Record F-Motion () Fisheye . Client @8 Privacy masking
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3. Select AXIS Object Analytics and enable the following:
a. Object Analytics: Scenario 1 Rising and Falling

Select Driver Event x

Diay night vision Falling -~

Diay night vision Rising

Delete Recording

Diigital signal has invalid sample rate Falling

Digital signal has invalid sample rate Rising

Dligital signal missing Falling

Digital signal missing Rising

Digital signal OK Falling

Diigital signal OK Rising

Digital signal status

Diigitallnput Falling

Digitallnput Rising

ImagingSenvice Falling

ImagingService Rising

Intrusion started

Intrusion stopped

Live stream accessed Falling

Live stream accessed Rising

Loitering detection event started

Loitering detection event stopped

Manual trigger Falling

Manual trigger Rising

Motion Started (Hw)

Motion Stopped (Hw)

Motion&larm Falling

Mationdlarm Rising

MNetwork lost Falling

Metwork lost Rising

Object Analytics: Any Scenario Falling
e io Rising

Object Analytics: Scenario 1 Risin

Object Entering

Object Exiting

Playing Falling

Playing Rising

Profile Changed

PTZ error

FTZ ready Falling A

[] Show already added events

e W e W e W s W e W o W e W W W e ca W a e DA e a W e a W Weca Wt e

Ceals e W Wea PP SealWees]

Cancel

4. To save the changes, click OK and save the configuration in the top left.



2.2 Step 2 — Configure AXIS Object Analytics events
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1. Within Rules and Events, select Rules and right-click the Rules section to add new rule.

File View Action Maintenance Teols Help
HY oei

Site Navigation

g YMS02- (21.78)

= Basics

[& License Information

[Z] Site Information

= AXIS Optimizer

=5 Remote Connect Services

[y Aods One-click Camera Cannection
= Servers

HJ) Recording Servers

] Failover Servers

1 Mobile Servers
-T2 Devices

® Cameras

A Microphones

@ Spekers

@ Metzdata

oo Input

Smart Wall

B3 View Groups

2 Smart Client Profiles

£ Management Client Profiles
& Matrix

£ G Rules and Events
| Rules

() Time Profiles
Notification Profiles
R User-defined Events
¥ Analytics Events
Generic Events
¥ Lus actions
el Security
P Roles
£ Basic Users
AXIS Optimizer Security
=@ System Dashboard
[] Current Tasks
@ System Monitor
% System Monitor Threshelds
£ Evidence Lock
[¥ Configuration Reparts
[ Server Logs
=¥ Metadata Use
%%, Metadata Search
[Be Access Control
EHEL, Transact
[]] Transaction sources
Transaction definitions
E+[] AXIS Optimizer
' Device assistant
'@ Operator controls
License plates
[ System overview
B Speaker manager
& Marms

Site Naviation | Federated Site Hierarchy

@n

Name the rule.
Select which action to perform.

Rules

EXElRus

[z Default Goto Preset when PTZ is done Rule
Default Play Audio on Request Rule

[;] Default Record on Bookmark Rule

[;] Default Record on Motion Rule

[uj Default Record on Request Ruls

[EEJ Default Start Audio Feed Rule

l=;J Default Start Feed Rule

[E] Default Start Metadata Feed Rule

a. Click the Event option at the bottom, then select the devices from which the event will

come.

If multiple devices have the same profile name in AXIS Object Analytics, you can configure all
of them under one rule.

10
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Manage Rule

Name: £XIS Object Analytics
Description Triggering|
Active:

Step 1: Type of rule
Select the rule type you want to create

[G)] Perform an action on <
(O Perform an action in a time interval

() Perform an action on a <recurring time>

Help Cancel < Back Next > Finish

Select an Event X

External Events
Recording Servers
System Monitor

Conce

Select devices and groups >
Device Groups | Recording Servers Selected:
= Cameras B AXIS Q3536-LVE Dome Camera (172.25.201.18

L2 AXIS Q3536-LVE Dome Camera (172

4 Remove

0K Cancel

11



Manage Rule -

Mame:

AXI5 Object Analytics

Description: Triggering

Active:

IO Perform an action on <event>

() Perform an action in & time interval
() Perform an action on a <recurring time>

Step 1: Type of rule

Select the rule type you want to create

Edit the rule description (click an underlined item)

Perform an action on Object Analytics: Scenario 1 Rising
from AXIS 335361 VE Dome Camera (172 25 201.184) - Camera 1

2.3 Step 3 - Configure Event to Action sequence

1.

Hare:

Descripton

fetive

Help Cancel < Back Mext =

Select which Action would best be needed for the rule.
a. Select triggering devices.

XI5 Osject Anafcs

Triggerng

Remove <cameras> om <Srart Vel> monicr <renitor>
Setlive frame rae on cdevioes>

Se3 Actors

Setreccrdingfame rat o3l framss for MPEG-4H 264H 265 on <evizes>
Start ptollng on <dvice> us ng <rofl=> ith PTZ cpity>

Pauss pamsling on cdercess
i fce> o reset> sosiion nit FIZ <preri>
et preset cn <cevices> wih P72 <oirity>

Mox
Set davics cuput o <staie>

3 3o message> on <levizes> wth <dioiy>
Serd ratfcatn o efle>

ake rew deg entry>

Start pugincn <cer ces>

Stop ol on derices>

gy new sstings on drices’

Set Vatix  view <derices>

Serd SIMPtrap

Retrere and stoe etz recordings fiom <devices>

0n <site> bigger <user-defined svert>
Pun operstr contol preset>

Turn on o o> ecar on <rader>

fuis: Sttt dor staon callan <door staton>
i Dry ccamers>

s Fun auofosis on <camezs>

St he e descripion cl ck an uncerned em)

[Pofornar act on Olect Arafics Scenaic | Rrg
< Qase -

Teccrdng finecitel o1 e
i et bonkrare Tigoeirg or

Seect Tigger rg Devices X

T |

(OSelext devices

Carcel <Back Next> Fiish

Finizsh

AXISa
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Name: £XIS Object Analytics
Description: Triggering

Active:

Step 4: Stop eiiteria
Select stop criteria

[O) Prform stop action on
OFe

Edit the rule description (click an underfined item)
[Perforn an action on Obiect Analytics: Scenaria 1 Fising
o A S Qe VE T (L2 25201 184)

on which
dC Triagefing on the device

Camera 1

Help Cancel <Back Next > Finish

2. Select what should happen when the event has stopped triggering.

Select an Event x

=% Even

External Events

Recording Servers
System Maonitor
T Other

13
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3. Ifrecording has been specified, configure the time the recording should stop after the event

has taken place.

Edit the rule description (click an underlined item)

Perform an action on Object Anahvtics: Scenario 1 Rising K

from AXIS Q3536-LVE Dome Camera (172.25.201.184) - Camera 1 Relative Time
start recording immediately on the device on which event occumed

and Create bookmark Triggering on the device on which event occumed

Select time:

Perform stop action on Object Analytics: Scenario 1 Falling 0] [5econds v
from AXIS Q3536-LVE Dome Camera (172.25.201.184) - Camera 1 =

stop recording immediately
Corcel

Help Cancel < Back Mext = Finish
The final view of the rule that has been configured:
i =
EE
2 reive.
p—

to<rcccr immedhoetyon (. dice on which Cyent oceusmed

ot g scton o Obiecs dnlyics Secoriata 1 Falina
Vo i X 1
oo ey ety

14
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2.4 Step 4 — Configure the alarm for AXIS Object Analytics

1. Configure the Alarm for the Rule that has been configured.
a. Navigate down to the Alarms section.
b. When Alarm Definitions have been selected, right click to be able to add new alarm.

Site Navigation - 1 X
=@ VMSD2 - (21.1k)
=] Basics
E! License Information
[] Site Information
m AXIS Optimizer
=1y Remote Connect Services
[ Axis One-click Camera Connection
=} D Servers
;fﬂ Recording Servers
E Failover Servers
ﬁ Mobile Servers
=} % Devices
= Cameras
& Microphones
Q Speakers
* Metadata
o Input
\/ Output
@ Radar
=+ Client
Smart Wall
B3 view Groups
:; Smart Client Profiles
E Management Client Profiles
Matrix
[=-[E Rules and Events
[E] Rules
Time Prefiles
Netification Profiles
'Q User-defined Events
' Analytics Events
Generic Events
¥ iuxis actions
= @ Security
ﬁ-\a Roles
8 Basic Users
AXIS Optimizer Security
= o System Dashboard
[] Current Tasks
@ System Monitor
[oE System Monitor Thresholds
8 Evidence Lock
B Configuration Reports
P‘ Server Logs
=} ? Metadata Use
%%, Metadata Search
!Eﬂ Access Control
=} a Transact
[] Transaction sources
Transaction definitions
= AXIS Optimizer
% Device assistant
@ Operator controls
License plates
[iz) System overview

E Speaker manager
=8 Alarms
® Marm Definitions
arm Uata Setngs
.ﬁ Sound Settings

Site Navigation Fet Site Hierarchy

15
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2. Configure the Alarm for the Rule that has been configured.
a. Name the Alarm accordingly.

Jserm Deticrs o e ~a

Eraske “

Hame: Trsgma A e e ]

Sovcss S

Pt pii
8 Tore ol Huan 5]

O Evert b

o
L] an e devcs. o 8 mizephere

P p——
e

Fent e

Oprstr a5 ey

Tine e Tonte =

St [ Sas

o

[E—— Sl

i dam e =]
i ity 1 b =
[rep— 7

Exrtaiggusa oy [

e sssunsble o Adrestotors =

3. Link the alarm to the triggering event that has been configured.
a. Select which source the trigger is coming from as well.

Mo deferen

Enable. 2

Hame. [Toagenra AXIS Onect Fnayiee

Inanicsora:

Tioger
Tiggeting evert: Deuc Erees. |

Soaees Sea ]

abon penod
® Tine pafle: e g

O Evom basa

Hag

0 wa map ¥ ot oot camars. aningul deice. o 3 miouchons

e Seect Sources %

® M GroUEs Servers
= vasaz

Feled o

£ Camera
Operara setin eout =B 403 QISIELVE Dome Car |
e e Z

[ — et

otrer
Relsted camera [ S

ki dam e, =
il s ety Tobigh

Ham categcey

Events ggered oy e | — et

M semrbie to Schmnststcrs =}

Trager
Thggerng evrt Devio Everts S

Sources: [ 184)-Comera 1 Select.
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3 Milestone XProtect® Smart Client

3.1 Viewing the Alarms in Alarm Manager

1. When the Rules and Alarms have been configured, proceed to the Milestone XProtect Smart
Client.
a. Set up the views as needed.
2. When there is an event/alarm triggering, there will be a notification that will appear in the
Alarm Manager Tab.

20211203 102304 — B X
-0 v ~
s B

3. View the alarm recording that has come in.

™ AXIS Q3536-LVE Dome Camera (172.25.201.184) - Camera 1

17
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4. Acknowledge the alarm and clear it after further investigation has taken place.

i enwze — B X
-0t~

18
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